










Figure 6: Distribution of payload lengths by type for WhatsApp, Viber, and Telegram.

Figure 7: Scatterplot of plaintext message lengths versus payload lengths for WhatsApp, Viber, and Telegram.
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